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The European Organization for Nuclear Research (“CERN”) is an Intergovernmental Organization 

with its seat in Geneva, Switzerland. By virtue of its particular legal status, the Organization enjoys 

certain privileges and immunities under international law. 

 

CERN processes personal data solely in accordance with its internal legislation. CERN’s data 

privacy framework builds on principles established in its Member States and more generally the 

European Union, which are implemented through technical and organizational measures. CERN 

has designated a Data Privacy Adviser (“DPA”), who provides a competency centre for all issues 

related to data privacy at CERN.  

 

CERN is aware that its contractors and partners are subject to a variety of data privacy regimes. 

In processing personal data for or on behalf of CERN, they shall ensure at least the level of data 

privacy stipulated by the Organization’s internal legislation. They shall not subcontract or 

otherwise permit processing by another processor without prior written authorisation from CERN; 

any such sub-processing is subject to the same obligations. 

 

To the extent that any existing agreement with CERN is supplemented by provisions governing 

the processing of personal data, they shall apply solely in respect of such processing and shall 

not modify or override any existing unrelated provisions.  

 

In any event, as CERN is not subject to any national or similar jurisdiction, disputes in the context 

of personal data processing shall be resolved in accordance with CERN’s internal legislation or, 

that failing, by arbitration. 

 

No agreement entered into by CERN pertaining to the processing of personal data shall constitute 

or be construed as a waiver of these conditions and/or of its privileges and immunities. 


